SAMPLE LEAVE/TRAVELER FP PLAN


· The template below should be used to submit an individual Force Protection Plan for traveling throughout the PACOM AO.

· Those plans that require a General Officer approval should be endorsed through the chain of command to the CG 1ST MAW.

· These plans should be written by the individual traveler ( the Unit Force Protection Officer should be able to assist).  Paragraphs 4. and 5. of the plan are the critical pieces of the plan and should reflect the individual travelers Plan of Action that he/she will take to minimize the threat or respond to an event while on leave.  The plan should be written in the first person and state in your own words what measures you plan to employ during your travel. 
· Remember this is your plan to the General and should be logical and reflect your thoughts on the matter.  Use the sample force protection measures as a reference for the types of measures that can be employed. 

· Sample endorsements are provided at the bottom to assist in standardization.
· AT plans must be reviewed for completeness and accuracy by an appointed Squadron and Group Antiterrorism Officer (ATO) prior to approval.

· Within 90 days prior to travel/deployment all personnel must receive a current threat and intelligence information brief for the specific destination or deployment location.

· AT plans must be submitted to the appropriate approval authority NLT 30 days prior to travel for deploying units and NLT 3 days prior to travel for individuals.

Therefore, some backwards planning will have to take place when preparing your      

            plan.  

· The approval authority is the last person in your chain of command  

            who approves AT Plans.

· For example; Travel to countries in FPCON A+ and lower, the first 05 (Squadron/Group Commander) in your chain of command is the approval authority

· CG 1stMAW retains approval authority for all travel to countries in FPCON B or higher to include countries with travel restrictions in PACOM AOR and ALL countries outside PACOM AOR.

· Certain countries require a Country Clearance DMS message prior to travel.  Refer to the Foreign Clearance Guide for the country that you are visiting for requirements.
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      Date
From:  Corporal Joe B. Marine, (Squadron)

To:    Commanding General, 1st Marine Aircraft Wing

Via:   Commanding Officer, (GROUP)

       Commanding Officer, (Squadron)

Subj:  INDIVIDUAL Force Protection Plan FOR TRAVEL  

       TO(LOCATION) FROM (START DATE) TO (END DATE).

1. Travelers, Dates and Destination: (Include all travelers)

   a. LCpl Marine, Joe B. 123-45-6789/Passport # HH654321 Exp 10 SEP 06 

   b. (Indicate Family or Friends names that are traveling with you)

   c. I/we will be traveling to (City, Country) from (Start Date) to (Return Date)

2. Estimate of the Situation:

	 a. Intelligence and Threat briefings will be completed on:
	(mm/dd/yyyy)

	 b. Level 1 Force Protection Brief Completed:
	(mm/dd/yyyy)

	 c. Current Force Protection Condition (FPCON):
	

	 d. Current Threat Level:
	

	 e. Current Criminal Threat Level:
	

	 f. Family Care Plan:
	(Yes, No)


   g. Areas off Limits: (None)

   h. Areas authorized for travel:

   i. AT/FP responsibility:  i.e., USPACOM

   j. Area Clearance Message DTG: 

3. Travel Plans:

a. Billeting arrangements: 

	
	Primary Residence
	Secondary Residence

 (If applicable)

	Name
	
	

	Street Address
	
	

	Address
	
	

	City, Country
	
	

	Telephone #
	
	


   b. Transportation

     (1) Air Travel Arrangements:

     (2) Ground: (i.e. will use Taxi’s, POV driven by family members.) 

   c. Local Medical Facilities:

     (1)(SAMPLE) The Hong Kong Central Hospital

         One Lower Albert Road

         Hong Kong, HK

         Contact Number: 011-852-25223141

     (2) (SAMPLE) Prince of Wales Hospital

         30-32 Ngan Shing Street


    Shatin, N.T. Hong Kong


    Contact Number: 011-852-26323158

4. Emergency Contact Numbers:

   a. HN Police Department: (Primary/Secondary)

   b. 1stMAW UNIT: 

      Comm: (S-2 DWH) (SDO AWH/Weekends & Holidays)


 DSN: ___-____Fax: ___-____

   c. 1stMAW BASE/WING OFFICER OF THE DAY:

      Comm: 011-81-6117-45-2644 DSN: 645-2644

   d. III MEF Command Center

      Comm: 011-81-611-722-7706/7571 DSN: 622-7706/7571

   e. MARFORPAC Force Command Center:   

      Comm:  (808) 477-0077 or 1 800 445-1708  

      DSN:  (315) 477-0077 

5. Force Protection Measures:

  (In the first person state in your own words what measures you plan to employ during your leave to reduce your risk.  Remember this is your plan to the General and should be logical and reflect your thoughts on the matter.)  

6. Emergency Action Plan: 

  (In your own words state the actions you will take in the event an incident happens in the city or country you are in.)

PARA #7 Needs to be on the last page of your plan by itself

7. Attestation Statement:

   I. (Marine) will follow all FPCON (X) Measures for travelers as listed in USPACOMINST 3850.2K, USPACOM ANTITERRORISM PROGRAM.  I am prepared to follow appropriate measures if the FPCON is raised to a higher level. This information is true and accurate as of (DATE).  I am responsible to inform the Commanding Officer of any changes or deviations to this Anti-Terrorism Force Protection Plan.

SNM Signature:_______________________.Date:________

AT/FP Officer:_______________________.  Date:________

The below measures are for your information to help you formulate your individual Force Protection Plan.
a.
Keep a low profile. Your dress, conduct, and mannerisms should not attract undue attention. Make an effort to blend into the local environment. Avoid publicity and don’t go out in big groups. Stay away from civil disturbances and demonstrations.

b.
Be unpredictable. Vary your route to and from work and the time you leave and return to your hotel / billet area. Vary the way you dress. Don’t exercise at the same time and place each day, and never be alone on deserted streets or country roads. Do not take the first taxi in line or that comes your way.

c.
Remain vigilant. Watch for anything suspicious or out of place. Don’t give out personal information over the telephone. If you think you are being followed, go to a known secure area, i.e. police station or hospital. Immediately report the incident to the base camp military police, U.S. Embassy, or local authorities.

d.
Be alert for pre-attack surveillance. Check to see if there are people exhibiting more than casual interest in you or your movements. Surveillance can come from a fixed site, on foot, or from a vehicle. If you suspect you are being followed or watched, notify the nearest security personnel or local law enforcement authorities.

e.
Check your vehicle first before operating it. Whether operating a military, rental, or personal vehicle, initially walk around the vehicle before touching it. Check for evidence of tampering as well as objects placed under it or attached to the undercarriage.

f.
Know your driver. If driven, allow the driver to open the door for you. If the driver is absent, don’t get in the vehicle. Prearrange a signal with your driver to indicate when it is safe to enter the vehicle.

g.
Drive or ride defensively. This applies to you or your driver. During transport is not the time for paperwork. You should be aware of your surroundings while traveling. Drive on well-lighted streets. Preferably travel busy routes avoiding isolated areas. Be alert for suspicious vehicles and don’t pick up hitchhikers. Especially be wary of accident scenes, roadblocks, or other seemingly harmless scenes, which could entrap you.

h.
Don’t flash evidence of rank. Do not wear your military headgear in a vehicle and avoid riding in “flag” cars with conspicuous markings. Ride with the windows closed and doors locked.

i.  Military uniform will not be worn. 
j.
Travel with a group. There is safety in numbers. Personnel should travel in no fewer than two in a group.

k.
Communicate. Whether on or off duty, make sure someone knows your whereabouts at all times. Let people close to you know what you will be doing, with whom, where, and when to expect your return.

l.
Avoid carrying sensitive material unless you have to. Don’t carry classified material with you unless it is absolutely necessary. Mail documents ahead whenever possible. The US Embassy Seafront has an APO. If you must hand-carry documents, ensure authorization is received from DCSINT or appropriate authority.

m.
Don’t flaunt your security clearances. Avoid discussing your access to classified information and listing so on official travel orders or, for that matter, any personal or family information.

n.
Avoid public disturbances. Stay clear of areas of public unrest or demonstrations where your presence as an American could ignite violence.

o. Put your affairs in order. Have a current will and have powers of attorney to ensure your family’s security. This will give peace of mind should a hostage situation or any crisis arise. 

p. Travel with your US military ID concealed during travel and present it only for proper identification purposes. 

q. Return travel tickets should already be purchased and confirmed.  

r. Upon arrival at quarters, notification should be given to the Regional Security Office and MSG Detachment at the U.S. Embassy.  An exit notification should be made the day of departure.
s. Communications:   A list of important numbers will be carried at all times.

t. Currency:  Local currency should be used at all times and change for pay phones should be available at all times.

VISITING QUARTERS SECURITY:

a.  In hotels or quarters, arrange your room. Keep your personal luggage and other items neat and orderly so you can recognize tampering. Ensure that windows and curtains remain closed, the latrine door remains open and the shower curtain is pulled back.


b.  Orient yourself to your surroundings. Know the locations of fire extinguishers, exits, and how to locate security personnel as well as recognition of their complete uniform. Vary your entrance and exits, as well as departure and arrival times.


c.  In answering your door, do not immediately allow strangers into your room. First identify your visitors prior to opening the door. Do not stand in front of the door when answering. Cover the peephole on your hotel door with a 3 x 5 card to eliminate your detection and to obstruct the view within your hotel room.


d.  Don’t loiter in the lobby. Do not answer pages over hotel intercoms. This could be a surveillance tactic. If possible, do not leave your key with the front desk. Do not conduct professional or personal business on lobby telephones or in public areas.


e.  Room location. Occupy a room between the third and tenth floors. Avoid frequent exposure on balconies or near windows. Frequent exposure makes you an easy target for an explosive charge thrown from a speeding vehicle into a hotel known to be frequented by Americans. If occupying a hotel room for more than a week, change rooms periodically to different floors and wings.


f.  Never post revealing reminders or movement schedules in your hotel rooms. Keep each member of your party well informed about your whereabouts individually. Do not make it easy for a terrorist to target you or your group.


g.  Know how to use the local phone system. Carry telephone change and know the emergency numbers and addresses for the local police, MP’s, government agencies, and the U.S. Embassy.
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 Date
FIRST ENDORSEMENT on Cpl Joe B. Marine ltr 5800/xx dtd date

From:  Commanding Officer, (Squadron)

To:    Commanding General, 1st Marine Aircraft Wing

Via:   Commanding Officer, (GROUP)

Subj:  Force Protection Plan Case of: Cpl Marine, Joe B.

       231-43-5599 USMC

1.  Forwarded recommending approval/disapproval.








I. M. SQDN CO
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SECOND ENDORSEMENT on Cpl Joe B. Marine ltr 5800/xx dtd date

From:  Commanding Officer, (GROUP)

To:    Commanding General, 1st Marine Aircraft Wing

Subj:  Force Protection Plan Case of: Cpl Marine, Joe B.

       231-43-5599 USMC

1.  Forwarded recommending approval/disapproval.








I. M. GROUP CO
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